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Chapter 1. Accessibility Features for IBM Application
Discovery for IBM Z

Accessibility features assist users who have a disability, such as restricted mobility or limited vision, to
use information technology content successfully.

Overview

IBM® Application Discovery for IBM Z® includes the following major accessibility features:

• Keyboard-only operation
• Operations that use a screen reader

IBM Application Discovery for IBM Z uses the latest W3C Standard, WAI-ARIA 1.0 (www.w3.org/TR/wai-
aria/), to ensure compliance with US Section 508 (www.access-board.gov/guidelines-and-standards/
communications-and-it/about-the-section-508-standards/section-508-standards) and Web Content
Accessibility Guidelines (WCAG) 2.0 (www.w3.org/TR/WCAG20/). To take advantage of accessibility
features, use the latest release of your screen reader and the latest web browser that is supported by IBM
Application Discovery for IBM Z.

The IBM Application Discovery for IBM Z online product documentation in IBM Knowledge Center is
enabled for accessibility. The accessibility features of IBM Knowledge Center are described in the
Accessibility section of the IBM Knowledge Center help (https://www.ibm.com/support/
knowledgecenter/en/about/releasenotes.html).

Keyboard navigation

This product uses standard navigation keys.

Interface information

For alternative installation using Command Line Installation (CLI), refer to section Alternative Installation
for ADDI Using CLI in IBM AD Installation and Configuration Guide.

The IBM Application Discovery for IBM Z user interfaces do not have content that flashes 2 - 55 times per
second.

The IBM Application Discovery for IBM Z web user interface relies on cascading style sheets to render
content properly and to provide a usable experience. The application provides an equivalent way for low-
vision users to use system display settings, including high-contrast mode. You can control font size by
using the device or web browser settings.

The IBM Application Discovery for IBM Z web user interface includes WAI-ARIA navigational landmarks
that you can use to quickly navigate to functional areas in the application.

Related accessibility information

In addition to standard IBM help desk and support websites, IBM has a TTY telephone service for use by
deaf or hard of hearing customers to access sales and support services:

TTY service
800-IBM-3383 (800-426-3383)
(within North America)

For more information about the commitment that IBM has to accessibility, see IBM Accessibility
(www.ibm.com/able).
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Chapter 2. Introduction
Following is a short description of IBM Application Discovery for IBM Z (AD) Configuration Server and
its main functions.

IBM AD Configuration Server ensures that the installation parameters are consistent throughout the
different components of IBM AD by storing them in a central location, in a scalable and fail-safe manner .

IBM AD Configuration Server also allows the system administrator to manage the shared resources
publishing and to coordinate the access to the shared resources by creating workspaces and user groups.

When dealing with a suite of applications that work together over a network, a problem that arises often is
how to identify applications that belong to separate installations. Simply deploying every parallel
installation to separate networks is not always possible, therefore, the applications belonging to the same
installation must be able to locate each other and the shared resources without interfering with
applications from other installations. In IBM AD Configuration Server, such an installation is called
"environment". One IBM AD Configuration Server instance can manage one or several environments. To
each new environment, a blank default configuration and a default workspace are automatically
associated.

A configuration that is defined in IBM AD Configuration Server holds the installation parameters for IBM
AD Analyze Servers and IBM AD GraphDB. General parameters can also be configured for reports and
Rule-based reports.

A workspace is a collection of projects to which the administrator can grant access to the users of IBM
AD. Within an environment, the administrator can create several workspaces. A workspace can contain
several related projects, as, for example, when one needs to generate a cross analysis against several
projects, one can group these projects in a workspace.

User groups can be defined in IBM AD Configuration Server. The administrator can then grant access
rights to a specific workspace for a group of users. User groups can be populated by adding individual
users or by importing user lists.

Users can be either added individually or imported from user lists.

Important: Configuration Server cannot be opened and used from another machine. It can only be
opened and used from the machine on which it was originally installed.

IBM AD High-Level Architecture Overview
The following diagram illustrates IBM Application Discovery for IBM Z high-level architecture and the
relationships among the different components of the suite.
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Figure 1. IBM AD high-level architecture

Following is a brief description of the relationships among the different components of IBM AD.

IBM AD Configuration Server ensures the consistency of the installation parameters throughout an
installation and allows the system administrator to manage user access to workspaces.

IBM AD Build - uses data from mainframe systems to build projects. It uses project sources that are
brought from z/OS®®, performs a compilation/build process and stores the analysis data to the repository.

IBM AD Validation Service - works with ChangeMan SCM only. Provides coding rule enforcement via
synchronization with ChangeMan and upon member staging.

IBM AD Batch Server - imports data from the relational database repository into the GraphDB (OrientDB)
repository, automates processes such as report generation and indexing, and manages the creation of the
annotations database.

IBM AD Analyze Client - runs over Eclipse or IDz and provides project analysis via graphs reports and
usage views. When the analyzed application sources are coming from Endevor, it allows viewing source
code per user based on Endevor permissions that are checked via z/OS Explorer/CARMA interface.

IBM AD Mainframe Projects - authorizes the access to the AD projects, by using SSO authentication
within AD. This service is mandatory to be configured to use AD, whether the authentication feature is in
place or not.

IBM AD File Service - in the context of the authorization/authentication, the access rights of users or
users' groups are mapped to a certain folder that contains the source files. Once authenticated and
authorized, the user can start the analysis on the source files as long as the user has read access rights.

IBM AD Search Service - is responsible with the access to the indexed data. Whether the authentication
feature is in place or not, the folder path in which the indexes are generated needs to be accessible for
both IBM AD Batch Server and IBM AD Search Service.
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IBM AD Manual Resolutions Service - manages the manually added resolutions and allows clients that
use SSO authentication within AD to ask for user authentication to access these resolutions. This service
is mandatory to be configured if you want to use callgraph-based analyzes (graphs or reports), whether
authentication feature is in place or not.

Authentication Server (DEX) - is an identity service that uses OpenID Connect and supports OAuth2
protocol in order to allow clients to use SSO authentication within AD. With the credentials provided by
the user, it interrogates a Secure Storage, through the LDAP protocol. The Secure Storage can be an
Active Directory or any other entity that stores users and groups and can communicate through LDAP.
This service is mandatory to be installed and configured only when authentication feature is in place.

IBM AD Cross Applications Service - is mandatory to be configured if you want to generate a Cross
Applications Callgraph, whether the authentication feature is in place or not.

Batch Web Service - serves the data that is provided by a component of the Batch Server and prepares it
for delivery.

IBM AD Web Services - contains the following features: AD Audit, AD Catalog and AD BRD REST API.

Terms And Conventions
The following terms and conventions are used:

• Commands are printed as shown.
• Chapter references are indicated as shown. For page numbers, refer to the Table of Contents.
• File references are printed as shown.
• Button names and options/functions within a dialog box are printed as shown.
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Chapter 3. Tasks

Typical tasks that can be performed in IBM AD Configuration Server include: defining an environment,
defining a workspace, defining the details of the connection to a relational database server, defining a
configuration, adding a user, adding a user group, importing users into a user group, adding a project to a
workspace, granting access to a workspace, assigning a default configuration to an environment, and
assigning a default workspace to an environment.

Configuring an IBM AD Installation
Follow these steps to configure an IBM AD installation.

About this task

To configure an IBM AD installation in IBM AD Configuration Server, the following sequence of steps
must be performed.

Procedure

1. Fill in the IBM AD Build Client configuration page: Project paths and Download from Mainframe paths.
2. Add an environment. When an environment is created a default workspace is automatically created

and associated to that environment. Also, a default blank configuration is created and associated by
default to the new environment.

3. Set the components settings for the default configuration. A configuration holds the necessary
settings for the following components:

• IBM AD Analyze Servers.
• IBM AD GraphDB.

Also, general parameters can be set for the reports, the Rule Based reports, annotations database,
audit and catalog, but these parameters can also be set at a later moment.

Annotations database can be set only after the connection parameters for the relational database
server are added.

4. Add the connection parameters for the relational database server.
5. Add a user group.
6. Import users into a user group.
7. Grant access to the users in the user group to the default workspace.

Important: It is highly recommended that a backup policy is in place for IBM AD Configuration
Server.

Filling the Build Client Install Configuration Page

Before you begin

About this task

In order for IBM AD Build Client to work properly, add all the required paths before Adding an
Environment.
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Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. When IBM AD Configuration Server is installed, a default configuration server is created. This server
is displayed in the Configuration Servers page as "localhost" followed by the default communications
port. Click localhost server name. From the options that are displayed under the selected server, click
Install Configurations.

3. The Install Configurations page is displayed. Click IBM Application Discovery Build Client.
4. The IBM Application Discovery Build Client Install Configuration page is displayed.

Enter the following information:
Default project path

Enter a default path where all IBM AD Build Client projects are stored (the path may not be shared
if you are using the Authentication feature). The path requires read/write access rights so that it
can be accessed by any of the following IBM AD components: IBM AD Build Client, IBM AD
Analyze Client and IBM AD Batch Server. This default path can be changed when you create a
project in IBM AD Build Client.

8  IBM Application Discovery for IBM Z Configuration Server V5.1.0: User Guide



zOS configuration folder
Enter a default path where the z/OS® Connections are stored. It must be a shared path, with read/
write access rights, so that it can be accessed by any of the following IBM AD components: IBM
AD Build Client / IBM AD Build Configuration.

Path for the retrieved members
Enter a default path where all the members that are downloaded from a Mainframe system are
stored (the path may not be shared if you are using the Authentication feature). The path requires
read/write access rights so that it can be accessed by any of the following IBM AD components:
IBM AD Build Client, IBM AD Analyze Client and IBM AD Batch Server.

Check the following options:
Enable members synchronization

If the Enable members synchronization option is checked you need to enter the default path of
the configuration file that contains the parameters for the synchronization process in the Path for
members synchronization configuration file field. For more information, see Synchronize
Mainframe Members, in IBM AD Build User Guide.

Enable communication logging
You can decide whether the communication logs are saved for later use and inspection.

Keep communication buffers
You can decide whether the communication buffers are saved for later use and inspection.

What to do next
Add an environment.

Adding an Environment
Learn how to add an environment to a configuration server in IBM AD Configuration Server.

About this task

This task is step 1 of configuring an IBM AD installation through IBM AD Configuration Server, adding an
environment to a configuration server.

Procedure

1. To access IBM AD Configuration server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. When IBM AD Configuration Server is installed, a default configuration server is created. This server
is displayed in the Configuration Servers page as "localhost" followed by the default communications
port. Click on localhost server name. From the options that are displayed under the selected server,
click Environments.

3. The Environments page is displayed. Click Add Environment.
4. The Add Environment page is displayed.
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Enter the following information:

• Name, enter a name for the new environment.
• Description, enter an appropriate description for the new environment.
• Click Save. The new environment is displayed in the Environments list under the selected server.

When a new environment is created, a default workspace is also created and automatically attached to
the new environment. The default workspace is where all IBM AD Build projects are available.

Important: New projects created in IBM AD Build are visible in the default workspace. The projects
are published in the environment when they are created in the IBM AD Build application. If you delete
the environment where the projects are published, you will not be able to work on these projects
anymore until they are rebuilt.

What to do next
Set the parameters for the default blank configuration that is automatically associated to the new
environment.

Setting the Parameters for the Default Configuration
Learn how to set the parameters for the default configuration in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.

About this task

This task is step 2 of configuring an IBM AD installation through IBM AD Configuration Server, setting the
parameters for the default configuration. A configuration holds the necessary settings for IBM AD
Analyze Servers and IBM AD GraphDB. Also, a configuration can contain general settings for the reports
generated in IBM AD Analyze client and for the Rule-based report analysis.

Procedure

1. To access IBM AD Configuration server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.
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2. From the available configuration servers, select the server where you defined the environment for
which you want to define a configuration. From the options that are displayed under the selected
server, click Environments.

3. The Environments page is displayed. Select the environment for which you want to define a
configuration. From the options available for the selected environment, select Configurations.

4. The Configurations page is displayed. A default blank configuration is automatically created when an
environment is created. Click DEFAULT to display the options available for the default configuration.

5. The DEFAULT configuration page is displayed as in the following image.

6. Select the available options to enter the connection details for each of the components listed to the
left of the page.

What to do next
Enter the parameters for each of the components listed under the default configuration.

Configuring Analyze Servers
How to configure IBM AD Analyze Servers in IBM AD Configuration Server.

Before you begin

• Add an environment to the configuration server.
• Add a configuration.
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About this task

Setting the Analyze Servers is part of the IBM AD installation configuration. It consists in configuring the
connection details for IBM AD Analyze Server component.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the Analyze Servers configuration. From the options that are displayed under the
selected server, click Environments.

3. The Environments page is displayed. Select the environment for which you want to define the Analyze
Server configuration. From the options available for the selected environment, select Configurations.

4. The Configurations page is displayed. Select the Default configuration where you want to add the
Analyze server connection details.

5. The parameters that can be defined for the selected configuration are displayed in the list to the left of
the page. Select Analyze Servers.

6. The Analyze Servers page is displayed as in the following image.
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Allow overwrite option is selected by default. Global settings (connection parameters for servers and
databases, and reports settings) are set from IBM AD Configuration Server. These settings are visible
in IBM AD Analyze Client in Window > Preferences > Application Discovery > Global Settings and
apply to all IBM AD Analyze Client users. If Allow Overwrite is selected, an IBM AD Analyze Client
user can go to Window > Preferences > Application Discovery > Local settings > General settings
and set different parameters for his or her computer. If Allow Overwrite option is not selected, local
settings are not taken into account.

Click Edit and then enter the following information:

• Host, enter the host name or the IP of the computer where IBM AD Analyze Server is installed.
• RMI Registry port, enter the RMI registry port for the Analyze Server. The default value is 1099.
• Click Add Analyze Server to add it to the list of available servers. Select it to mark it as the default

Analyze server then click Save to save the Analyze Server parameters.

What to do next
Configure the Reports settings.

Configuring Reports
Learn how to configure the information that is displayed on the first page of the reports generated in IBM
AD Analyze Client.

Before you begin

• Add an environment to the configuration server.
• Add a configuration.

About this task

The Reports configuration consists of determining what information is displayed on the first page of the
reports generated in IBM AD Analyze Client. Also, you can set the company logo that is to be used in all
the generated reports.

Procedure

1. To access IBM AD Configuration server, select Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the Reports configuration. From the options that are displayed under the selected
server, click Environments.

3. The Environments page is displayed. Select the environment for which you want to define the Reports
configuration. From the options available for the selected environment, select Configurations.

4. The Configurations page is displayed. Select the Default configuration where you want to add the
Reports information.

5. The parameters that can be defined for the selected configuration are displayed in the list to the left of
the page. Select Reports.

6. The Reports page is displayed as in the following image.
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Allow overwrite option is selected by default. Global settings (connection parameters for servers and
databases, and reports settings) are set from IBM AD Configuration Server. These settings are visible
in IBM AD Analyze Client in Window > Preferences > Application Discovery > Global Settings and
apply to all IBM AD Analyze Client users. If Allow Overwrite is selected, an IBM AD Analyze Client
user can go to Window > Preferences > Application Discovery > Local settings > General settings
and set different parameters for his or her computer. If Allow Overwrite option is not selected, local
settings are not taken into account.

Enter the following information:

• Owner, enter the name of the user who generates the reports.
• Organization, enter the name of your organization.
• Organization role, enter the role of the user within the organization.
• Activate view, if this option is selected, in IBM AD Analyze Client, AD Reports view is displayed

automatically on top of the current view when the report generation process is finished. If this option
is not selected, the user has to check AD Reports view to see if the report generation process is
finished.

• Click Save.
7. To add the logo image for the reports, from the Reports page select Attachments tab. Click Add

attachment and select the file that contains the logo image. *.PNG and *.GIF formats are supported. A
preview of the selected file is displayed. Click Save to save the reports settings.

What to do next
Configure the Rule based reports parameters.
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Configuring Rule Based Reports
Learn how to load the rules files that are used to generate the Rules-based reports in IBM AD Analyze
Client.

Before you begin

• Add an environment to the configuration server.
• Add a configuration.

About this task

The Rule based configuration consists loading a file that contains the rules to be used when the Rule
based reports are generated in IBM AD Analyze Client. The Rules file can be loaded either from IBM AD
Configuration Server or from IBM AD Analyze Client. Also, the custom rules encoding can be specified.
An example of a Rules file is available in IBM AD Analyze Client and Server User Guide, in Appendix 2:
Rules Files Example for Rule Based Analysis.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
the IBM AD Configuration Server page is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the Rule based reports configuration. From the options that are displayed under the
selected server, click Environments.

3. The Environments page is displayed. Select the environment for which you want to define the Rule
based reports configuration. From the options available for the selected environment, select
Configurations.

4. The Configurations page is displayed. Select the Default configuration where you want to add the Rule
based reports settings.

5. The parameters that can be defined for the selected configuration are displayed in the list to the left of
the page. Select Rule based.

6. The Rule based (reports) page is displayed as in the following image.
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Allow overwrite option is selected by default. Global settings (connection parameters for servers and
databases, and reports settings) are set from IBM AD Configuration Server. These settings are visible
in IBM AD Analyze Client in Window > Preferences > Application Discovery > Global Settings and
apply to all IBM AD Analyze Client users. If Allow Overwrite is selected, an IBM AD Analyze Client
user can go to Window > Preferences > Application Discovery > Local settings > General settings
and set different parameters for his or her computer. If Allow Overwrite option is not selected, local
settings are not taken into account.

From the Properties tab, select one of the Custom Rules Encoding options available.

To add the rules file, select the Attachments tab and then click Add attachment. Select the Rules file
then click Save.

Note: The custom rules file must be archived in *.zip format.

Configuring the Connection to Graph Database
Learn how to configure IBM AD GraphDB in IBM AD Configuration Server.

Before you begin

• Add an environment to the configuration server.
• Add a configuration.

About this task

The graph database configuration is part of the IBM AD installation configuration and consists of
configuring the connection details for IBM AD GraphDB component. If the graph database connection
details are not configured, some of the analyses in IBM AD Analyze are not be available and some IBM
AD Batch Server tasks cannot be performed.
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Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the graph database configuration. From the options that are displayed under the
selected server, click Environments.

3. The Environments page is displayed. Select the environment for which you want to define the graph
database configuration. From the options available for the selected environment, select
Configurations.

4. The Configurations page is displayed. Select the Default configuration where you want to add the
connection details.

5. The parameters that can be defined for the selected configuration are displayed in the list to the left of
the page. Select Graph Database.

6. The Graph Database page is displayed as in the following image.

Allow overwrite option is selected by default. Global settings (connection parameters for servers and
databases, and reports settings) are set from IBM AD Configuration Server. These settings are visible
in IBM AD Analyze Client in Window > Preferences > Application Discovery > Global Settings and
apply to all IBM AD Analyze Client users. If Allow Overwrite is selected, an IBM AD Analyze Client
user can go to Window > Preferences > Application Discovery > Local settings > General settings

Chapter 3. Tasks  17



and set different parameters for his or her computer. If Allow Overwrite option is not selected, local
settings are not taken into account.

Enter the following information:

• Host, enter the host name or the IP of the computer where IBM AD GraphDB is installed.
• Port, this field is automatically completed by the application with the default value. Modify if

applicable.
• Username and Password, enter the root username and the password that were used to activate the

GraphDB after installation. For details, see IBM AD Installation and Configuration Guide.
• Click Save to save the parameters.

Configuring the Connection to AD Catalog

Before you begin

• Add an environment to the configuration server.
• Add a configuration.

About this task

Learn how to configure AD Catalog Webservice in IBM AD Configuration Server. If you want to analyze
APIs and services defined in z/OS Connect you should specify here the settings to access Catalog's
webservice to be used in IBM AD Analyze Client.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the AD Catalog configuration. From the options that are displayed under the selected
server, click Environments.

3. The Environments page is displayed. From the options available for the selected environment, select
Configurations.

4. The Configurations page is displayed. Select the DEFAULT configuration.
5. The parameters that can be defined for the selected configuration are displayed in the list to the left of

the page. Select Catalog.
6. The "AD Catalog webservice configuration" page is displayed as in the following image.
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Enter the following information:

• Allow overwrite: If checked, the users connected to the current AD Configuration Server will be able
to use own settings, configured from the Eclipse client.

• Host: Expects the IP of the machine where AD Catalog is installed.
• Port: Expects the port of the machine where AD Catalog is installed.
• HTTP protocol: Offers two choices (HTTP or HTTPS for secure connections).
• Authentication: offering two choices (No authentication or Basic Authentication). If Basic

Authentication option is checked, Username, Password and Show password checkbox must be
used for authenticating.

Configuring the Connection to AD Audit

Before you begin

• Add an environment to the configuration server.
• Add a configuration.
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About this task

Learn how to configure the AD Audit web service in IBM AD Configuration Server.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the AD Audit configuration. From the options that are displayed under the selected
server, click Environments.

3. The Environments page is displayed. From the options available for the selected environment, select
Configurations.

4. The Configurations page is displayed. Select the DEFAULT configuration.
5. The parameters that can be defined for the selected configuration are displayed in the list to the left of

the page. Select Audit.
6. The "AD Audit webservice configuration" page is displayed as in the following image.

Enter the following information:

• Allow overwrite: If checked, the users connected to the current AD Configuration Server will be able
to use own settings, configured from the Eclipse client.
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• Host: Expects the IP of the machine where AD Audit is installed.
• Port: Expects the port of the machine where AD Audit is installed.
• HTTP protocol: Offers two choices (HTTP or HTTPS for secure connections).
• Authentication: offering two choices (No authentication or Basic Authentication). If Basic

Authentication option is checked, Username, Password and Show password checkbox must be
used for authenticating.

Adding a Relational Database Server
Learn how to add a relational database server to an environment in IBM AD Configuration Server.

Before you begin

Add an environment to the configuration server.

About this task

This task is step 3 of configuring an IBM AD installation through IBM AD Configuration Server, adding a
relational database server to an environment. This step is important because it tells IBM AD
Configuration Server to which relational database server to connect so that it can correctly configure the
connection between IBM AD Build and IBM AD Analyze.

Procedure

1. To access IBM AD Configuration server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you want to define the connection parameters for the relational database server. From the
options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. From Environments, click the environment for which you want to
define the relational database server. A list of parameters that can be defined for the selected
environment is displayed. Click Relational database servers.

4. The Relational database server page is displayed. Click Add Relational database server.
5. The Add relational database page is displayed as in the following image.
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Enter the following information:
Name

Enter an appropriate name for the relational database server.
Host

Enter the host name or the IP of the computer where the relational database server is installed.
IBM AD Build Configuration uses the server to publish projects.

Port
This field is automatically completed by the application with the default value. Do not change.

Instance/Location
Enter the instance/location name if applicable.

Username and Password
The user name and password that are used to connect to the relational database.

Show password
Use to show the password.

Database server type
Select the appropriate relational database type. If you select the DB2 for Z/OS check box, the
Storage Group field is displayed. In the Storage Group field, specify the storage group that is
configured for AD on the Db2® for z/OS server.
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Save
If you click Save, the new relational database server is displayed in the Relational database
servers list under the selected environment.

What to do next
Add a user group.

Configuring the Annotations Database
Learn how to configure Annotations Database in IBM AD Configuration Server.

Before you begin

• Add an environment to the configuration server.
• Add a configuration.
• Add a relational database server.

About this task

The Annotations Database is used to store the comments that are related to application’s lifecycle
added by a user on a resource. The user can choose either of the following two options to create a new
Annotations Database:

• Through configuration part of the IBM AD installation and configuration. It consists in setting the
annotations database name, the schema, and associating a database server from the ones that are
already defined under Relational database servers.

• By using DB2_CreateAnnotationDB.sql DDL script. For more information, see topic Creating
Annotations Database Using DDL Script in IBM AD Build User Guide.

Note:

• For details related to relational database server, see “Adding a Relational Database Server” on page 21.
• For details related to annotations, see Annotations Overview.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined the environment for
which you define the Annotations Database configuration. From the options that are displayed under
the selected server, click Environments.

3. The Environments page is displayed. From the options available for the selected environment, select
Configurations.

4. The Configurations page is displayed. Select the DEFAULT configuration.
5. The parameters that can be defined for the selected configuration are displayed in the list to the left of

the page. Select Annotations Database.
6. The Annotations Database page is displayed as in the following image.
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Enter the following information:

• Allow overwrite: If checked, the users who are connected to the current IBM AD Configuration
Server are able to use own settings.

• Database name: expects the name of the annotations database.

Note: The name of the annotations database needs to respect the database name restrictions that
are in place on the type of relational database server (SQL, Db2) that was associated.

• Database schema: expects the schema under which the annotations database is or can be created.
• Database server: the database servers that are defined under the environment in Relational

database servers are listed. Select the database server on which you want to create the annotations
database. For more information related to Relational database servers, see “Adding a Relational
Database Server” on page 21.

Adding a User Group
Learn how to add a user in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.

About this task

This task is step 4 of configuring an IBM AD installation through IBM AD Configuration Server, adding a
user group.
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Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment where you want to define a user group. A
list of parameters that can be defined for the selected environment is displayed. Click Groups.

4. The Groups page is displayed. Click Add group.
5. The Add Group page is displayed as in the following image.

Enter the following information:

• Name, enter the name of the user.
• Click Save to add the user group to the system.

What to do next
Import users from a user list or add individual users.

Importing a List of Users into a Group
Learn how to import a list of users into a user group defined in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Define a user group.

About this task

This task is step 5 of configuring an IBM AD installation through IBM AD Configuration Server, importing
a list of users into a user group. User lists can be imported into user groups that were defined in IBM AD
Configuration Server as part of the shared resources management process.

Chapter 3. Tasks  25



Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment.
From the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Select your target environment. A list of parameters that can be
defined for the selected environment is displayed. Click Groups.

4. The Groups page is displayed. Select your target group.
5. The (group name) page is displayed. Click Import user list.
6. The Import user list page is displayed as in the following image.

7. In the File format area, the option Tab Separated Values is selected by default. Comma Separated
Values format is also supported. Make your selection according to needs.

8. Click Select File to open a File Upload dialog window and select the file that contains the user list.
Only UTF-8 encoded files are accepted.

9. Based on the header of the CSV/TSV file, a list of available columns is displayed. Select the one
containing the user logon names that have the required format (username@domain).

10. A list of users that were found in the selected file is displayed showing the selected info. By default,
all users are selected for import into the current group. Review the list and remove the users that
must not be imported.

11. Click Save: the imported users are displayed under the current Group name to the left of the screen.

What to do next
Grant access to the users from the user group to the default workspace.
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Granting Access to the Default Workspace
Learn how to grant access to the default workspace to a group of users in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a configuration.
• Define a user group.
• Add or import users.

About this task

This task is step 6 of configuring an IBM AD installation through IBM AD Configuration Server, granting
access to a user group to the default workspace of an environment.

A user or a group of users can be granted access to specific workspaces according to security or
production requirements.

Procedure

1. To access IBM AD Configuration Server, select Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Select your target environment. From the list of parameters that
can be defined for the selected environment click Workspaces.

4. The Workspaces page is displayed. Select the Default workspace where you want to grant access.
5. The Default (workspace) page is displayed. From the options that are listed to the left of the page, click

Information. The current accessibility settings are displayed together with the unique ID, the name
and the description of the workspace. Click Edit: the Default (workspace) page is displayed as in the
following image.
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6. By default, the Default workspace is Public. To grant access only to a specific user group, click the ACL
(Access Control List) option then select the Groups tab. All the user groups that were defined in the
current environment are displayed. Select the group or the groups to which you want to grant access
to the current workspace then click Save.

Assigning a Default Configuration to an Environment
Learn how to assign a default configuration to an environment in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a relational database server to your environment.
• Add a workspace.
• Add a configuration.

About this task

When a new environment is created a blank Default configuration is automatically created and attached
to the new environment. You can assign a different default configuration to work with a specific
environment.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
the IBM AD Configuration Server page is displayed as in the following image.
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2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment for which you want to define a default
configuration.

4. The <environment name> page is displayed. Click Information from the list of options to the left of the
page.

5. From the Information page click on the Default configuration tab. The name current default
configuration is displayed. Click Edit. A list of all the configurations defined in the current environment
is displayed. Select the one you want to choose as the default configuration then click Save.

Adding a Configuration Server
Learn how to add a configuration server in IBM AD Configuration Server interface.

About this task

This task is step 1 of configuring an IBM AD installation through IBM AD Configuration Server, adding a
configuration server.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
the IBM AD Configuration Server page is displayed as in the following image.

2. To add a server, click Add Configuration Server. The Add Configuration Server page is displayed.
Enter the following information.
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Enter the following information:

• Host, the value in the Host field cannot be changed.
• Port, this field is automatically completed by the application with the default value. Do not change.
• Description, enter a relevant description for the new server. Press Save, the new server is displayed

in the list of configuration servers.

Adding a Workspace
Learn how to add a workspace in IBM AD Configuration Server.

Before you begin

Add an environment to your configuration server.

About this task

This task is one of the steps of configuring an IBM AD installation through IBM AD Configuration Server,
adding a workspace. By default, when an environment is created a Default workspace is automatically
created and attached to the new environment. In case you need to add a different workspace, follow the
procedure presented below.

Procedure

1. To access IBM AD Configuration server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.
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2. From the available configuration servers, select the server where you defined the environment for
which you want to define the workspace. From the options that are displayed under the selected
server, click Environments.

3. The Environments page is displayed. Click the environment where you want to define a workspace. A
list of parameters that can be defined for the selected environment is displayed. Click Workspaces.

4. The Workspaces page is displayed. Click Add Workspace.
5. The Add Workspace page is displayed as in the following image.

Enter the following information:

• Name, enter a name for the new workspace.
• Description, enter an appropriate description for the new workspace.
• Accessibility, select whether the workspace will be public, closed, or available only for specified

user groups. If you select the ACL option you can then select the user groups that have access to the
current workspace. Click Save. The new workspace is added to the list of available workspaces.

Assigning a Default Workspace to an Environment
Learn how to assign a default workspace to an environment in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a relational database server to your environment.
• Add a workspace.
• Add a configuration.
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About this task

When a new environment is created a Default workspace is automatically created and attached to the
new environment. But you can assign a different default workspace for a specific environment.

Procedure

1. To access IBM AD Configuration Server, select Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment for which you want to define a default
workspace.

4. The <environment name> page is displayed. Click Information from the list of options to the left of the
page.

5. From the Information page click on the Default workspace tab. The name current default workspace
is displayed. Click Edit. A list of all the workspaces defined in the current environment is displayed.
Select the one you want to choose as the default workspace then click Save.

Adding a Project to a Workspace
Learn how to add a project to a workspace in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a relational database server to your environment.
• Add a workspace.
• Add a configuration.
• Make sure that the IBM AD Build projects were published into IBM AD Configuration Server. For more

details, see IBM AD Build User Guide.

About this task

Projects can be grouped into workspaces according to security or production requirements. Projects can
be either automatically published to a workspace or manually added.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.
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2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment where you defined the workspace. From
the list of parameters that can be defined for the selected environment click Workspaces.

4. The Workspaces page is displayed. Select the workspace where you want to add your project.
5. The <workspace name> page is displayed. Click Projects to see a list of projects that are already

assigned to the current environment.
6. To add a project to the current environment, click Edit. A list of projects that can be attached to the

current environment is displayed. Select your project then click Save.

Adding a User
Learn how to add a user in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a relational database server to your environment.

About this task

In order to be granted access to a specific workspace from an environment, a user has to be added in IBM
AD Configuration Server.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment where you defined a workspace. A list of
parameters that can be defined for the selected environment is displayed. Click Users.

4. The Users page is displayed. Click Add user.
5. The Add User page is displayed as in the following image.
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Enter the following information:

• Name, enter the name of the user.
• Domain, enter the domain name.
• Click Save to add the user to the system.

Importing a List of Users in Users Page
Learn how to import a list of users in the Users page of IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a relational database server to your environment.

About this task

User lists can be imported into IBM AD Configuration Server as part of the shared resources
management process.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
the IBM AD Configuration Server page is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment.
From the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment where you defined a workspace. A list of
parameters that can be defined for the selected environment is displayed. Click Users.

4. The Users page is displayed. Click Import user list.
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5. The Import user list page is displayed as in the following image.

6. In the File format area, the option Tab Separated Values is selected by default. Comma Separated
Values format is also supported. Make your selection according to needs.

7. Click Select File to open a File Upload dialog window and select the file that contains the user list.
Only UTF-8 encoded files are accepted.

8. Based on the header of the CSV/TSV file, a list of available columns is displayed. Select the one
containing the user logon names that have the required format (username@domain).

9. A list of users that were found in the selected file is displayed showing the selected info. By default,
all users are selected for import into the Users page. Review the list and remove the users that must
not be imported.

10. Click Save: the imported users are displayed under the Users page to the left of the screen.

Adding a User to a Group
Learn how to add a user to a user group in IBM AD Configuration Server.

Before you begin

• Add a configuration server.
• Add an environment to the configuration server.
• Add a relational database server to your environment.
• Define or import users.
• Define a user group.

About this task
Users can be added to user groups to control their access to specific workspaces and projects.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
IBM AD Configuration Server is displayed as in the following image.
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2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Click the environment where you defined a workspace. From the
list of parameters that can be defined for the selected environment click Groups.

4. The Groups page is displayed. Click group where you want to add the user. From the options available
for the selected group, select Users.

5. The Users page is displayed. Click Edit to activate the fields. A list of users that were found in IBM AD
Configuration Server is displayed. Select the user that you want to add to the current group the click
Save.

Managing workspaces' access rights

Scenario 1: All Users Can See All Projects

Before you begin

Make sure you have IBM AD suite of applications installed and working;

Have at least a couple of projects created in IBM AD Build Client.

Publish the projects from IBM AD Build Client to IBM AD Configuration Server.

About this task

Workspaces can be Public, ACL (accessible by a specific list of domain users) or closed. In order to
illustrate the way the workspace accessibility works let us have a look at the following scenario:

Procedure

1. Create an environment. A Default workspace is created automatically and attached to the created
environment. For this Default workspace set the accessibility to Public. Use only this workspace, do
not create other workspaces.

2. Add a couple of projects to this Default workspace.

Results
Access IBM AD Analyze Client and observe that all users can see all projects existing in the Default
workspace.

Scenario 2: Users Cannot See Any Projects

Before you begin

Make sure you have IBM AD suite of applications installed and working;

Have at least a couple of projects created in IBM AD Build Client.

Publish the projects from IBM AD Build Client to IBM AD Configuration Server.
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About this task
Workspaces can be Public, ACL (accessible by a specific list of domain users) or closed. In order to
illustrate the way the workspace accessibility works let us have a look at the following scenario:

Procedure

1. Create an environment. A Default workspace is created automatically and attached to the created
environment. For this Default workspace set the accessibility to "Nobody". Use only this workspace, do
not create other workspaces.

2. Add a couple of projects to the Default workspace.

Results
Access IBM AD Analyze Client: the users cannot see any of the projects from the Default workspace.

Scenario 3: User with Access to a Workspace Can See All Projects from It

Before you begin

Make sure you have IBM AD suite of applications installed and working;

Have at least a couple of projects created in IBM AD Build Client.

Publish the projects from IBM AD Build Client to IBM AD Configuration Server.

About this task

Workspaces can be Public, ACL (accessible by a specific list of domain users) or closed. In order to
illustrate the way the workspace accessibility works let us have a look at the following scenario:

Procedure

1. Create an environment. A Default workspace is created automatically and attached to the created
environment. For this Default workspace set the accessibility to ACL. Use only this workspace, do not
create other workspaces.

2. Add a couple of projects to this Default workspace. Add a domain user to this Default workspace.

Results
Access IBM AD Analyze Client with the user added in Step 2 and observe that the user can see the
defined projects.

Scenario 4: User with Access to a Workspace Can See Only Projects from That Workspace

Before you begin

Make sure you have IBM AD suite of applications installed and working;

Have at least a couple of projects created in IBM AD Build Client.

Publish the projects from IBM AD Build Client to IBM AD Configuration Server.

About this task
Workspaces can be Public, ACL (accessible by a specific list of domain users) or closed. In order to
illustrate the way the workspace accessibility works let us have a look at the following scenario:

Procedure

1. Create an environment. A Default workspace is created automatically and attached to the created
environment. For this Default workspace set the accessibility to "Nobody".
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2. Create a second workspace, Workspace 2, set the accessibility for it as "ACL"(Access Control List).
Add one or two users to Workspace 2. Add a couple of projects to Workspace 2.

Results
Access IBM AD Analyze Client with the user added in Step 2 and observe that the user can see only
projects existing in Workspace 2 where he was granted access and cannot see/access the projects from
the Default workspace.

Scenario 5: Users with Access to Specific Workspaces Can See Only Projects from their
Assigned Workspace

Before you begin

Make sure you have IBM AD suite of applications installed and working;

Have at least a couple of projects created in IBM AD Build Client.

Publish the projects from IBM AD Build Client to IBM AD Configuration Server.

About this task

Workspaces can be Public, ACL (accessible by a specific list of domain users) or closed. In order to
illustrate the way the workspace accessibility works let us have a look at the following scenario.

Procedure

1. Create an environment. A Default workspace is created automatically and attached to the created
environment. For this Default workspace set the accessibility to "Nobody".

2. Create a second workspace, Workspace 2, set the accessibility for it as "ACL"(Access Control List).
Add one or two users to Workspace 2. Add a couple of projects to Workspace 2.

3. Create a third workspace, Workspace 3, set the accessibility for it as "ACL". Add one or two users to
Workspace 3 (different from the ones added to Workspace 2). Add a couple of projects to Workspace 3
(different from the ones added to Workspace 2).

Results

Access IBM AD Analyze Client with any of the users added to Workspace 2: you can notice that the user
can see only the projects existing in Workspace 2 where the user was granted access.

Access IBM AD Analyze Client with any of the users added to Workspace 3: you can notice that the user
can see only the projects existing in Workspace 3 where he was granted access.

Determining the Number of the Authorized or Floating Users

"Authorized User" and "Floating User" are two units of measure by which the program can be licensed.
For more information about the license metrics of AD or ADDI, find the License Information documents
for the products at https://www-03.ibm.com/software/sla/sladb.nsf.

To determine the number of the authorized or floating users for AD, total the corresponding users that are
given access to one or more AD servers via the AD workspace access control list.

To determine the number of the authorized or floating users for ADDI, total the corresponding users that
are given access to one or more AD servers or ADI servers. For more information about ADI user
management, see topic Administration tasks for user management in the ADI documentation.
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Creating an IBM Application Delivery Intelligence for IBM Z Install
Configuration

By creating an IBM Application Delivery Intelligence for IBM Z (ADI) install configuration in IBM AD
Configuration Server, the adi-setup application can read and set up IBM ADI with the configuration
settings.

Procedure

1. Start IBM AD Configuration Server.
2. From the available configuration servers, select the server where you can create an IBM ADI install

configuration.
3. Click Install Configurations > IBM Application Delivery Intelligence.
4. Configure the settings on the IBM Application Delivery Intelligence Install Configuration page.

For more information about the properties, see the IBM ADI documentation.

Enabling Business Rules Discovery
Learn how to enable the Business Rules Discovery (BRD) feature.

About this task

The BRD feature allows IBM AD to save data that is used to define Business Rules within IBM ADI.

Note: The user can choose to define the Business Rules for projects that are created in IBM AD Build
Client by following this procedure.

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
the IBM AD Configuration Server page is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Select your target environment. A list of parameters that can be
defined for the selected environment is displayed. Click Projects.

4. The Projects page is displayed. Select the project for which you want to enable the BRD feature.
5. Select Information and go to Other properties tab.
6. Click Edit and select the Enable Business Rules Discovery check box.
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7. Click Save.

Important: Business Rules Discovery was enabled and will come into effect at the next project build.
For more information, see Building Projects in IBM AD Build User Guide.

Enabling Cross Applications
Learn how to enable the Cross Applications feature.

About this task

Important: The Cross Applications feature is still under development.

The Cross Applications feature can be enabled for the projects that are created in IBM AD Build Client by
following this procedure. The Cross Applications Callgraphs can be generated to show calls between
different mainframe projects that have their databases on the same DB instance. For more information,
see Cross Applications Callgraph in IBM AD Analyze User Guide

Procedure

1. To access IBM AD Configuration Server, go to Start > All Programs > IBM Application Discovery
Configuration Server > Launch IBM Application Discovery Configuration Server. The main page of
the IBM AD Configuration Server page is displayed as in the following image.

2. From the available configuration servers, select the server where you defined your environment. From
the options that are displayed under the selected server, click Environments.

3. The Environments page is displayed. Select your target environment. A list of parameters that can be
defined for the selected environment is displayed. Click Projects.

4. The Projects page is displayed. Select the project for which you want to enable the Cross Applications
feature.

5. Select Information and go to Other properties tab.
6. Click Edit and select the Enable Cross Applications check box.

40  IBM Application Discovery for IBM Z Configuration Server V5.1.0: User Guide

https://www.ibm.com/support/knowledgecenter/SSRR9Q_5.1.0/IBM_AD_Build_User_Guide_OUT_KC/Building_Projects.html
https://www.ibm.com/support/knowledgecenter/en/SSRR9Q_5.1.0/IBM_AD_Analyze_User_Guide_OUT_KC/newcrossapplicationscallgraph.html


7. Click Save.

Important: Cross Applications was enabled and will come into effect at the next project build. For
more information, see Building Projects in IBM AD Build User Guide.
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Documentation Notices for IBM Application Discovery for
IBM Z

This edition applies to version 5.1.0 of IBM Application Discovery for IBM Z with the corresponding fix
packs.
© Copyright International Business Machines Corporation 2010, 2019. US Government Users Restricted
Rights - Use, duplication or disclosure restricted by GSA ADP Schedule Contract with IBM Corp.

This information was developed for products and services offered in the US. This material might be
available from IBM in other languages. However, you may be required to own a copy of the product or
product version in that language in order to access it.

IBM may not offer the products, services, or features discussed in this document in other countries.
Consult your local IBM representative for information on the products and services currently available in
your area. Any reference to an IBM product, program, or service is not intended to state or imply that only
that IBM product, program, or service may be used. Any functionally equivalent product, program, or
service that does not infringe any IBM intellectual property right may be used instead. However, it is the
user's responsibility to evaluate and verify the operation of any non-IBM product, program, or service.
IBM may have patents or pending patent applications covering subject matter described in this
document. The furnishing of this document does not grant you any license to these patents. You can send
license inquiries, in writing, to:
IBM Director of Licensing
IBM Corporation
North Castle Drive, MD-NC119
Armonk, NY 10504-1785
US

For license inquiries regarding double-byte character set (DBCS) information, contact the IBM Intellectual
Property Department in your country or send inquiries, in writing, to:
Intellectual Property Licensing
Legal and Intellectual Property
Law
IBM Japan Ltd.
19-21, Nihonbashi-
Hakozakicho, Chuo-ku
Tokyo 103-8510, Japan

INTERNATIONAL BUSINESS MACHINES CORPORATION PROVIDES THIS PUBLICATION "AS IS"
WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO,
THE IMPLIED WARRANTIES OF NON-INFRINGEMENT, MERCHANTABILITY OR FITNESS FOR A
PARTICULAR PURPOSE. Some jurisdictions do not allow disclaimer of express or implied warranties in
certain transactions, therefore, this statement may not apply to you.

This information could include technical inaccuracies or typographical errors. Changes are periodically
made to the information herein; these changes will be incorporated in new editions of the publication.
IBM may make improvements and/or changes in the product(s) and/or the program(s) described in this
publication at any time without notice.

Any references in this information to non-IBM websites are provided for convenience only and do not in
any manner serve as an endorsement of those websites. The materials at those websites are not part of
the materials for this IBM product and use of those websites is at your own risk.

IBM may use or distribute any of the information you provide in any way it believes appropriate without
incurring any obligation to you.

Licensees of this program who wish to have information about it for the purpose of enabling: (i) the
exchange of information between independently created programs and other programs (including this
one) and (ii) the mutual use of the information which has been exchanged, should contact:
IBM Director of Licensing
IBM Corporation
North Castle Drive, MD-NC119
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Armonk, NY 10504-1785
US

Such information may be available, subject to appropriate terms and conditions, including in some cases,
payment of a fee.

The licensed program described in this document and all licensed material available for it are provided by
IBM under terms of the IBM Customer Agreement, IBM International Program License Agreement or any
equivalent agreement between us.

Information concerning non-IBM products was obtained from the suppliers of those products, their
published announcements or other publicly available sources. IBM has not tested those products and
cannot confirm the accuracy of performance, compatibility or any other claims related to non-IBM
products. Questions on the capabilities of non-IBM products should be addressed to the suppliers of
those products.

Statements regarding IBM's future direction or intent are subject to change or withdrawal without notice,
and represent goals and objectives only.

All IBM prices shown are IBM's suggested retail prices, are current and are subject to change without
notice. Dealer prices may vary. This information is for planning purposes only.

The information herein is subject to change before the products described become available.

This information contains examples of data and reports used in daily business operations. To illustrate
them as completely as possible, the examples include the names of individuals, companies, brands, and
products. All of these names are fictitious and any similarity to actual people or business enterprises is
entirely coincidental.

COPYRIGHT LICENSE: This information contains sample application programs in source language, which
illustrate programming techniques on various operating platforms. You may copy, modify, and distribute
these sample programs in any form without payment to IBM, for the purposes of developing, using,
marketing or distributing application programs conforming to the application programming interface for
the operating platform for which the sample programs are written. These examples have not been
thoroughly tested under all conditions. IBM, therefore, cannot guarantee or imply reliability,
serviceability, or function of these programs. The sample programs are provided "AS IS", without
warranty of any kind. IBM shall not be liable for any damages arising out of your use of the sample
programs.

Each copy or any portion of these sample programs or any derivative work must include a copyright notice
as follows: © (your company name) (year). Portions of this code are derived from IBM Corp. Sample
Programs. © Copyright IBM Corp. _enter the year or years_.

Trademarks
IBM, the IBM logo, and ibm.com® are trademarks or registered trademarks of International Business
Machines Corp., registered in many jurisdictions worldwide. Other product and service names might be
trademarks of IBM or other companies. A current list of IBM trademarks is available on the web at
"Copyright and trademark information" at http://www.ibm.com/legal/copytrade.shtml.
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